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28.AML and anti-terrorism financing “Templates of Notices for Anti-Money Laundering
To support the Bank’s effort in AML and anti-| and Anti-Terrorism for Banks":
terrorism financing, the Customer agrees that the| (1) The Bank is entitled to temporarily cease the
Bank may take the following measures in service and business relationship set forth in
accordance with the relevant requirements under the agreement with the Customer or close the
the “Money Laundering Control Act”, “Ant Terrorism account if the Bank discovers any matter of
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Financing Law”, “Notices for Anti-Money
Laundering and Anti-Terrorism for Banks” and
“Templates of Notices for Anti-Money Laundering

and Anti-Terrorism for Banks":
(1) The Bank is entitled to temporarily cease the

service and business relationship set forth in
the agreement with the Customer or close the
account if the Bank discovers any matter of
the Customer or the related parties being the
terrorist(s), or terrorist group recognized by
foreign government or international ant-money
laundering organization or being under
economic sanction provided that the Bank
should notify the Customer via written notice.

(2)The Bank can request the Customer to provide

necessary personal or corporate information
required for investigation or explanation of the
transaction nature or source of fund within 60
days (inclusive) after receiving the notification
from the Bank in the event that the Bank believes
necessary (including but not limited to the
Customer being suspicious of engaging in illegal
activities, money laundering, terrorism financing,
or being involved in special cases in violation of
laws as reported by media) or in regular or
irregular review of the identification of the
Customer and related parties. If the Customer
fails to comply with the said requests or the
relevant information and explanation is
inappropriate or unreasonable, the Bank may
temporarily cease all services and business
relationships set forth in this agreement without
notifying the clients, or terminate the agreement
or shorten the loan period, or deem such period
as expired by written notice, which shall take
effect upon receiving such written notice.

(3)Before the Customer establishes business

relationships with the Bank or if the Customer is
identified as an enterprise conducting virtual
currency and transaction business, the Customer
shall sign the Consent Letter for Enterprises
Handling Virtual Currency Platform and
Transaction Business and comply with relevant
anti-money laundering and  anti-terrorism
financing regulations applicable to the
Customer's industry. If the Customer does not
sign the Consent Letter for Enterprises Handling
Virtual Currency Platform and Transaction
Business or fails to comply with relevant anti-
money laundering and anti-terrorism financing
regulations applicable to the Customer's industry,
the Bank may refuse to establish new business
relationships, as well as temporarily cease
providing a part or all the services or transactions
or terminate the contracts between the Customer
and the Bank.

(4)Before the Customer establishes business

relationships with the Bank or if the Customer is
identified as an Online Peer-to-Peer Lending
Platform Operator, the Customer shall sign the
Consent Letter for Online Peer-to-Peer Lending
Platform Operator and comply with relevant anti-

the Customer or the related parties being the
terrorist(s), or terrorist group recognized by
foreign government or international ant-money
laundering organization or being under
economic sanction provided that the Bank
should notify the Customer via written notice.

(2)The Bank can request the Customer to provide

necessary personal or corporate information
required for investigation or explanation of the
transaction nature or source of fund within 60
days (inclusive) after receiving the notification
from the Bank in the event that the Bank believes
necessary (including but not limited to the
Customer being suspicious of engaging in illegal
activities, money laundering, terrorism financing,
or being involved in special cases in violation of
laws as reported by media) or in regular or
irregular review of the identification of the
Customer and related parties. If the Customer
fails to comply with the said requests or the
relevant information and explanation is
inappropriate or unreasonable, the Bank may
temporarily cease all services and business
relationships set forth in this agreement without
notifying the clients, or terminate the agreement
or shorten the loan period, or deem such period
as expired by written notice, which shall take
effect upon receiving such written notice.

(3)Before the Customer establishes business

relationships with the Bank or if the Customer is
identified as an enterprise conducting virtual
currency and transaction business, the
Customer shall sign the Consent Letter for
Enterprises Handling Virtual Currency
Platform and Transaction Business and comply
with relevant anti-money laundering and anti-
terrorism financing regulations applicable to the
Customer's industry. If the Customer does not
sign the Consent Letter for Enterprises
Handling Virtual Currency Platform and
Transaction Business or fails to comply with
relevant anti-money laundering and anti-
terrorism financing regulations applicable to the
Customer's industry, the Bank may refuse to
establish new business relationships, as well as
temporarily cease providing a part or all the
services or transactions or terminate the
contracts between the Customer and the Bank.
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money laundering and anti-terrorism financing
regulations applicable to the Customer's
industry. If the Customer does not sign the
Consent Letter for Online Lending Platform
Operator or fails to comply with relevant anti-
money laundering and anti-terrorism financing
regulations applicable to the Customer's
industry, the Bank may refuse to establish new
business relationships, as well as temporarily
cease providing a part or all the services or
transactions or terminate the contracts between
the Customer and the Bank.
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32. Dormant Account

Where all the New Taiwan Dollar/foreign currency

demand (savings) deposit accounts opened by the

Customer haves no deposit or withdrawal records for

one year or more and the balance is below the interest

calculation threshold specified by the Bank, the Bank

may directly suspend all the transactions of the

accounts of the same Customer. To resume the use,

the Customer shall provide the original ID at the

counter of the Bank or handle by other means agreed

upon by the Bank. For corporations or firms, the 1D of|

the responsible person and company registration

certificates shall be provided.
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When a prosecutor obtains sufficient evidence during

investigation to believe that an offender has committed an

offence prescribed in Articles 19 and 20 by moving property

through bank accounts, wire transfers, currency exchanges

or other means of payment, the prosecutor may request a

court order to prohibit the withdrawal, transfer, payment,

delivery and assignment, or to make other necessary

disposition of such property, for not more than six months.

The prosecutor may, in _his or her own authority, stop the

above-mentioned transactions, in the event that the

situation is urgent and reasonable cause is identified to

believe that actions needed to be taken immediately to

ensure the integrity of the confiscated property or evidence.

However, a court order should be applied for subsequently

within three days of the action. In the event that a court order

is not issued, or that the prosecutor fails to apply for such an
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order within three days of the action, the action should be|days—of-the—action,—the—action—should-becalled-to—a—-halt
called to a halt immediately. immediately.
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L IE 2 %:5 a2 e Article 14 of the Money Launderlng Control Act
Article 19 of the Money Laundering Control Act Anyone—committing—in—money—laundering—activities
Anyone involved in money laundering activities prescribed |prescribed-in—paragraphs-in-Article-2-shallbe-sentenced-to
in _paragraphs in_Article 2 shall be sentenced to|imprisonment-of-not-more-than-seven-years;-in-addition,—a
imprisonment of not less than three years but not more than |fine—ef-net-more-than- NT$-5-million-shall- be-imposed—An
ten years, and a fine of not more than NT$ 100 million shall|attempt-to-commit-an—offense—specified—in-thepreceding
be imposed. The offender whose money laundering|paragraph-ispunishable—ln-circumstance-presecribed-in-the
property or property interests do not exceed NT$100 million, i ; ,
shall be sentenced to imprisonment of not less than six|maximum-punishmentadministered-forthe specified-crime-
months but not more than five years, and a fine of not more
than NT$ 50 million shall be imposed.
An attempt to commit an offense specified in the preceding
paragraph is punishable.
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Article 20 of the Money Laundering Control Act
In the event of the following circumstances, if anyone

accepts, possesses, or uses the property or the benefits of

the property without a reasonable account of the origin of

such assets, an imprisonment of not less than six months

but not more than five years shall be imposed, and a fine of

not more than NT$ 50 million may also be imposed:

1.0pening accounts at financial institutions, applying for

accounts to enterprises or persons that provide virtual asset

services or third-party payment services in other people's

names, under a false name or other false information related

to the identity.
2.Using or getting hold of accounts opened by others at

financial institutions, accounts applied by others to

enterprises or persons that provide virtual asset services or

third-party payment services, via improper means.

3.Circumventing  anti-money  laundering  procedures

described in Article 8 and Articles 10 to 13.

An attempt to commit an offense specified in the preceding

paragraph is punishable .
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Article 21 of Money Laundering Control Act

1.Committing the offense while using the name of a

government agency or civil servant;

2.Committing the offense by using radio, television,

electronic communications, the Internet or other means of

communication media todisseminate information to the

public;
3.Committing the offense by using computer synthesis or

other technological methods to create fake images, sounds

or electromagnetic recordings of others;

4.Committing the crime by using promises, or quid pro quo,

to coerce others to deliver or supply;

5.Committing the crime through the use of rape, coercion,

fraud, surveillance, control, enticement or other improper

means.
A person attempting to commit the offenses, as described in
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the preceding paragraph, is subject to a fine.
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Article 22 of Money Laundering Control Act

No person shall deliver, or make available to another party,

the account information that he or she or others filed with a

financial institution, or the account number that he or she

filed with enterprises or persons providing virtual asset

services or third-party payment services. However, this does

not apply to those instances that are consistent with general

business or financial transaction practices, or those that are

based on a relationship of trust between friends and

relatives, or other justifiable reasons.

Violators of the preceding provisions shall be reprimanded

by the police authorities of the relevant municipalities,

counties (cities). The same applies to those who repeat a

violation of the preceding provisions within five years after

being reprimanded by the authorities.
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Any person, who violates the provisions of the first

paragraph under one of the following circumstances, shall

be punished with imprisonment of up to three years,

detention, and/or a fine of up to one million New Taiwan

Dollars:
1.Committing the crime while making promises or quid pro

quo.
2.The total number of accounts or account numbers

delivered or supplied is three or more.

3.Repeating the crime within five years after first being

reprimanded by the police authorities of the relevant

municipalities, counties (cities), pursuant to the provisions of

the preceding paragraph or the fourth paragraph.

The circumstances, as described in the first or second

subparagraph of the preceding paragraph, shall be

sanctioned jointly by the relevant authorities, pursuant to the

provisions of the second paragraph.

If provisions of paragraph 1 are violated, the said financial

institutions, enterprises or persons providing virtual asset

services or third-partypayment services shall suspend or

restrict all or part of the functions of existing accounts or new

accounts they intend to open for a period of time, or simply

close those accounts.

The identification criteria for the aforementioned accounts

and account numbers, the duration, scope, procedures,

methods, and operating procedures for suspension,

restriction of functions, or closure, shall be determined by

the Ministry of Justice, in conjunction with the central

authorities in charge of the relevant businesses.

The competent police authority shall, in conjunction with the

competent social welfare authority, establish a case

declaration mechanism. Upon the issuance of a warning

concerning such activities, in accordance with the provisions

of the second paragraph, if an individual or a family is known

to be in need of social assistance, they should notify the

relevant social welfare authorities in their municipality or

county (city) to obtain social assistance, as prescribed in the

Public Assistance Act .




