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. 11.Service charges
11.Service charges
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(3) Monitoring equipment charge: (3) Monitoring equipment charge:
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NTD 1,000 per certificate. For OBU R
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Electronic
certificate
charge

customers, USD 35 or equivalent
value of foreign currency per
certificate.
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(1 year from effective date of
download)
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NTD 1,000 per certificate. For OBU
customers, USD 35 or equivalent
value of foreign currency per
certificate.
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(same charge for reissuing
applications)
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Token charge
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THEETY NTD 1,000 per certificate. For OBU

Electronic customers, USD 35 or equivalent
certificate value of foreign currency per
charge certificate.
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NTD 1,000 per certificate. For OBU
customers, USD 35 or equivalent
value of foreign currency per
certificate.
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(same charge for reissuing
applications)
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16. Legal authority and responsibility of digital documents
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(2) The Customer shall ensure that every authorized user
appointed will not disclose his or her user name and
password to any third party (including other users) at all
times. The Customer shall also ensure that certificate
users will safekeep media or device in storage of the
certificate and activating password of the certificate.
Upon discovery that a third party is using user name,
password, certificate, or private key of the Customer or
his or her authorized user(s), or any other conditions of
illegal authorization, the Customer or the Bank shall
immediately inform the other party to suspend use of the
Service and adopt the corresponding countermeasures.
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(3) The Bank agrees to be liable for the effectiveness of the
use of Service by a third party before acceptance of the
aforementioned notification of the Bank. However, the
following conditions shall not be limited by the
aforementioned provision:
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a. The Bank can prove that the Customer is or shall
be deliberately attributable for the situation.

b.  The Bank shall notify the Customer for verification
of transaction information within forty-five days. If
the Customer cannot be reached for special
reasons of the Customer (such as long vacations,
hospitalization, etc.), such notification of the Bank
shall be made within forty-five days upon end of
the special condition. However, conditions of
deliberate actions or misconduct towards the Bank
shall not be limited by the aforementioned
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16. Legal authority and responsibility of digital documents
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(2) The Customer shall ensure that every authorized user
appointed will not disclose his or her user name and
password to any third party (including other users) at all
times. The Customer shall also ensure that certificate
users will safekeep media or device in storage of the
certificate and activating password of the certificate.
Upon discovery that a third party is using user name,
password, certificate, or private key of the Customer or
his or her authorized user(s), or any other conditions of
illegal authorization, the Customer or the Bank shall
immediately inform the other party to suspend use of the

Service—by—means—previously—agreed—upon—bybeth

patties; and adopt the corresponding countermeasures.
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(3) The Bank agrees to be liable for the effectiveness of the
use of Service by a third party before acceptance of the
aforementioned notification of the Bank. However, the
following conditions shall not be limited by the
aforementioned provision:
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a. The Bank can prove that the Customer is or shall be

deliberately attributable for the situation.

b. The Bank shall notify the Customer for verification of

transaction information by-means-previously-agreed-upoen—
by-both-parties-within forty-five days. If the Customer cannot
be reached for special reasons of the Customer (such as
long vacations, hospitalization, etc.), such notification of the
Bank shall be made within forty-five days upon end of the
special condition. However, conditions of deliberate actions
or misconduct towards the Bank shall not be limited by the
aforementioned provision.
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38.Termination of Service 38.Termination of Service
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The Customer may terminate the use of the Service at
any time. The Bank shall be notified in writing at least a
day before such termination becomes effective. Upon
receipt of notification, the Bank may cancel the user
identification number of the Customer immediately.
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The Customer may terminate the use of the Service at any
time. The Bank shall be notified in writing at least a day
before such termination becomes effective. Upon receipt of
notification, the Bank may cancel the user identification
number of the Customer immediately.
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If the Bank wishes to terminate the provision of the
Service, the Bank shall notify the Customer at least thirty
days before date of termination. If the Customer is under

any of the following conditions, the Bank may immediately
terminate or suspend all or part of the Service with notice:
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The Customer has transferred or disposed the rights of
the Service to a third party by himself or herself without
having first gained consent of the Bank.
EHLiREp FRGEAAEGE EEAE - L2 - B
The Customer himself or herself has been declared to be
under bankruptcy, rehabilitation, dissolving, liquidation or
reorganization according to law.
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(3) The Customer has violated Article 16 to 18, and Article
36 section (2) and Article 39 section (3) of this
Agreement
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(5) The Customer has violated Article 39 section (1) of this
Agreement.
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The Customer had not logged in the Corporate eBanking
over one year.
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(7) All Bank accounts of the Customer are closed.
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Digital documents delivered by the Customer before
termination of the Service and not yet processed shall be
voided from the date of termination.
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If the Bank wishes to terminate the provision of the Service,
the Bank shall notify the Customer-in-writing-at least thirty
days before date of termination. If the Customer is under any
of the foIIowmg conditions, the Bank may notlfy the Customer—
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The Customer has transferred or disposed the rights
of the Service to a third party by himself or herself
without having first gained consent of the Bank.
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The Customer himself or herself has been declared to
be under bankruptcy, rehabilitation, dissolving,
liquidation or reorganization according to law.
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The Customer has violated Article 16 to 18, and
Article 36 section (2) and Article 39 section (3) of this
Agreement
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The Customer has violated other contractual terms of
this Agreement, and has failed to complete
improvements or obligations before a given deadline.
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The Customer has violated Article 39 section (1) of
this Agreement.
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(6) The Customer had not logged in the Corporate
eBanking over one year.
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Digital documents delivered by the Customer before
termination of the Service and not yet processed shall be
voided from the date of termination.
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39. Anti-money Laundering and Anti-terrorism Financing.
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For the purpose of anti-money laundering and anti-terrorism
financing, the Customer agrees that in accordance with the
"Money Laundering Control Act", "Counter-Terrorism Financing
Act", "Banking and Electronic Payment Institutions Electronic
Ticket Issuers to Prevent Money Laundering and Internal
Control Guides for Combating Terrorism" and "Template for
Guidelines Governing Anti-Money Laundering and Countering
Terrorism Financing of Banking Business", the Bank is entitled
to conduct the following measures:

(=)...0

(C)F s R EpF(ed6e2 "N I RAL P22
/‘é‘mﬁv ﬁn//m’ﬁ TRER ﬁﬁ—?“'ﬂ’%”f EE 2
PrREER) @iLFhprt %Pﬁizz»;i FV A 4
A i‘sifr’: £ A B RAPRFE o

(2) When the Bank believes necessary (including but not
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limited to the Customer being suspicious of engaging in
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39. Anti-money Laundering and Anti-terrorism Financing.

= ,il‘ﬁ#:l/m&%i %T%*“F”“} A&KZ P 2RI
%f"l’*'f‘ aEFFNE ) T TFRBANE S M4z 4
4iaeﬁ?+fﬁew%ﬁv%mea#§pNmmr
FEB 2 TREPFIERE T FTEALLF AP~ 240
MR T %
For the purpose of anti-money laundering and anti-terrorism
financing, the Customer agrees that in accordance with the
"Money Laundering Control Act", "Counter-Terrorism Financing
Act", "Banking and Electronic Payment Institutions Electronic
Ticket Issuers to Prevent Money Laundering and Internal
Control Guides for Combating Terrorism" and "Template for
Guidelines Governing Anti-Money Laundering and Countering
Terrorism Financing of Banking Business", the Bank is entitled
to conduct the following measures:
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illegal activities, money laundering, terrorism financing, or
being involved in special cases in violation of laws as
reported by media), the Bank may suspend the Service
without notice or terminate the Service with notice.
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(2) When the Bank believes necessary (including but not

(

limited to the Customer being suspicious of engaging in
illegal activities, money laundering, terrorism financing, or
being involved in special cases in violation of laws as
reported by media), the Bank may temperarily-cease-the—
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