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1. Bank information
(1) Name of the Bank: KGI Bank
(2) Complaint and service line: 02-2232-1296 ~ 02-8023-9088 - 0800-255-777
(3) Website: www.KGlbank.com.tw
(4) Address: No0.135,9~11F Dunhua N.Rd.,Songshan Dist., Taipei 10502
(5) Fax.: 02-8668-3353
(6) E- maiI of the Bank: call _center@kgi.com
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Both parties agree on the following terms and conditions for use and provision of services relating to telephone / internet / mobile
banking services.
2. Scope
(1) the Telephone/Internet Banking Terms and Conditions is the general agreement applicable to services relating to telephone /
internet / mobile banking services. The Telephone/Internet Banking Terms and Conditions shall govern unless any individual
agreement provides otherwise.
(2) any individual agreement shall not conflict with the Telephone/Internet Banking Terms and Conditions provided that an
individual agreement shall prevail if it provides more protection to the Customer.
(3) In case of any doubt on the provisions of this Agreement, it shall be interpreted in favor of the
Customer.
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3. Definitions
(1) "Telephone Banking" refers to the Customer's use of the Bank's telephone banking service system by delivering voice or non-

¥ 1 F 2147


mailto:call_center@kgi.com
mailto:call_center@kgi.com

voice messages via telecommunication equipment (cord or wireless).

(2) "Internet Banking Business" refers to all financial services provided by the Bank over the internet accessible to the Customer's

computer so that the Customer needs not present at the Bank's counter in person.

(3) "Mobile Banking Business" refers to all financial services provided by the Bank over all kinds of mobile communication device

(e.g. mobile phone, personal digital assistant (PDA), all kinds of smart phones (referring to the mobile phone with opened

operating system, which is able to process data and software program insertion, access and expansion) or other device with

mobile communication module, by the operation of the telecommunication signal, being accessible to the Customer's computer

so that the Customer needs not present at the Bank's counter in person.

(4) "Electronic Documents" refer to the texts, sounds, pictures, images, symbols or other information, conveyed through the internet

by the Bank or the Customer, in the electronic form or other method which can not be identified by human's aesthesia and are

made to express their intention as records for the purpose of electronic process.

(5) "Digital Signature" refers to an Electronic Document generated by the use of mathematic algorithm or other means to create a

certain length of digital data encrypted by the signatory's private key, and capable of being verified by the public key.

(6) "Certificate" refers to the evidencing information with signature verification in the electronic form for verifying the identity

and qualification of the signatory.

(7) "Private Key" refers to, among the digital data corresponding to each other, the digital data which is kept by the signatory to

produce the Digital Signature.

(8) "Public Key" refers to, among the digital data corresponding to each other, the digital data which is available to public to verify

the Digital Signature.

(9) "Account" refers to the  designated account used by the Customer for the phone/internet/mobile banking services as agreed by

the Bank and Customer in writing.

(10) "Secure Socket Layer Safety Mechanism" refers to that the data is transmitted on the internet in accordance with the SSL

communication protocol to ensure the confidentiality and completeness of information.

(11) One-time password”(OTP) refers to that the once-off SMS s sent to the Customer upon each transaction or per customer’s

request to the  mobile phone number on file for authentication and ensure the safety of internet transactions. The OTP service

shall be subject to the terms and conditionsdisclosed on the Banker's websit.
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4. Application Requirements
The Customer may submit applications to use telephone / internet / mobile banking services in either of the following methods:
(1)The Customer shall apply for telephone / internet / mobile banking services in person with identification documents. Where the
Customer can not apply in person due to special circumstance, he/she may engage with or authorize a third party in writing to apply.
Any dispute arising from the engagement or authorization of the third party is not related to the Bank.
(2)_The Customer can only use any types of telephone / internet / mobile banking services after application for such services

according to (1) above and then setting up the user ID and password at the webpage designated by the Bank.

The Bank deems the instruction made by using such password to be effective for all types of services or transactions under
phone/online/mobile banking as if it were made by the password holder (the Customer).

(3) The Customer shall concurrently apply for the internet banking so as to use the mobile banking for transaction and account
function.

(4) If Customer does not apply for internet/mobile banking by the way described in Sub-paragraph 1 of this Paragraph
(such as online applications), then the Customer may only use the account inquiry function, and the user ID and password

shall be set by the Customer upon the application. The Customer shall apply for other transaction service functions over

the Bank's counter.
(5)Customers who are interested in using OTP can visit the branch with a valid ID or apply through ATMs approved by the Bank
with their debit card.
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5._Connection by the Customer and responsibilities

7

(1) Where there are special agreements between the Customer and the Bank, the connection with the internet/mobile
banking must be made after the Bank's accomplishes all necessary tests

(2) The Customer should be responsible for keeping the information of mobile banking password or account name and
password (including but not limited to the passcode and authentication code for internet /mobile banking) for internet
/mobile_banking, authentication code, private key, software/hardware and other identification tools. The Customer
should not lend, transfer or disclose the information to any third party. The Customer shall be wholly responsible for
all actions conducted at the Bank's website where the Customer enters the correct telephone/internet/mobile banking
passwords to connect with the website of the Bank and use the service on the website of the Bank. In the event that the
above means for identification is smuggled, lost or learned by any third party, the Customer should notify the Bank
immediately to cancel the access (or change the setting).

(3)_If the Customer inputs incorrect phone banking password consecutively for [3] times or more, the Bank’s system will
automatically terminate the service for the Customer. To resume the service, the Customer should apply for resumption
over the Bank's counter with ID, or holding a valid ATM card to process the application via automatic services approved
by the Bank or through the customer service line.

(4) If the Customer fails to input the correct account number and passcode consecutively for 3 times or more for
online/mobile banking, the Bank’s server would automatically cease to provide service. To resume the service, the
Customer must apply for resumption via automatic services approved by the Bank or through the website designated
by the Bank. However, if the Customer originally did not apply for these automatic services over-the-counter (either in
person or delegate another person), e.q., applying through online_methods, then the Customer shall apply for
resumption via the original method or visit the designated website of the Bank to apply for resumption

(5) Customers should key in the password received from the Bank every time they initiate online transfer through
telephone / internet / mobile banking after applying for OTP service. In the event that the customer wrongly inputs the
password for 5 consecutive times, the Bank will immediately discontinue the service. To re-activate the service, the
customer is required to unlock OTP by paying a visit to the branch with ID or ATM card with automatic service.

(6) If the Customer applies for the internet banking and mobile banking services simultaneously, the passwords and
username for all systems are the same. If the passwords for any particular system are changed, those for other systems
will be changed simultaneously.

7) In the event that the Customer changes phone number or loses/damages the mobile phone, the Customer should make
necessary changes or cancel the number on file by visiting the branches or via automatic services approved by the Bank.
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6. Confirmation of webpage
(1) The Customer shall confirm the accurate website to log on internet banking before using such services.

(2) The Customer shall confirm the accurate APP (application program) or the web address for download / installment
[ access and the method thereof to log on mobile banking before using such services.

(3) Please call the service line of the Bank if the Customer has any inquiry.
The Bank shall inform the Customer of the risks of the application environment of the internet banking
by the way to be understood by the public.

(4) The Bank shall inform the Customer of the risks of the application environment of the internet/mobile
banking in a way to be understood by the public.

(5) The Bank shall perform its duties as a good administrator and maintain the accuracy and security of the website
and pay attention to any forged webpage from time to time so as to avoid damaging the interests of the Customers.
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7. Service items

(1) With respect to the service items of telephone / internet / mobile banking, where the relevant messages are appeared
on _the website of the internet/mobile banking, the Bank shall ascertain the accuracy of such messages and the
obligations owed to the Consumers shall not be less than the contents on the website. The above service items shall
be subject to the service items provided by the telephone/internet/mobile banking business of the Bank.

The Customer agrees that when the Bank adds service items under the phone/internet/mobile banking, unless as
otherwise provided by the Bank, the Customer is automatically entitled to use these newly added service items
with no need to enter into another agreement with the Bank. The Customer shall comply with the Bank's rules on
phone/internet/mobile banking.

In the event that the requlator or the Bank deems that any of the services need to be reduced or changed, it shall be
handled pursuant to the Bank's rules of activity/announcement at the time, and such information may be disclosed
on the Bank's website directly. The Bank does not need to notify, nor__to enter into a written agreement with the
Customer separately.
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The telecommunication equipment and internet for connection

The Bank and the Customer agree to use telecommunication equipment or agreed internet for transmission and receipt of
Electronic Documents. The Bank and the Customer shall enter into agreements with telecommunication or internet service
providers for various rights and obligations and are liable for fees to use telecommunication and internet respectively.
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Secure Socket Layer Safety Mechanism

B SSL 2.2 5 4] 134§

The Customer agrees that when the Customer uses a part of service items hereunder, after confirming the identification
by internet / mobile banking service password, the Secure Socket Layer Safety Mechanism (symmetric encryption with
128-bit key or above) will be used to convey the Electronic Documents without applying the Digital Signature for identity
check for convenience and efficiency. The Customer thereafter cannot claim or argue the incompleteness, inaccuracy, flaws,
invalidity or non-existence of such Electronic Documents due to not using the Certificate. Encryption and decryption
under the Secure Socket Layer Safety Mechanism are subject to the service items prescribed by the Bank.

When the Customer uses Secure Socket Layer Safety Mechanism, the account number to which any funds are transferred
must be agreed in writing by the Bank beforehand. In terms of the transaction mechanisms under the Secure Socket Layer,
the standards prescribed by the competent authority shall apply.
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10. Receipt of and response to the Electronic Documents

(1) The Electronic Documents are deemed to be transmitted by the Customer in person if the Customer transmits the

identification number, user code and password to confirm his/her identification. After receiving the Electronic

Documents with the Digital Signature or the Electronic Messages agreed by the Bank and the Customer for identity

check, in addition to the inquired items, the Bank shall provide the webpage with material information of the

Electronic Documents for such transaction to the Customer for re-verification, and then the Bank shall verify and

process immediately and notify the Customers of the outcome thereof by Electronic Document, webpage of such

transaction results, email or SMS under mobile banking.

(2) When the Bank or the Customer receives any Electronic Documents from the other party but the identity or the

contents thereof cannot be identified, it shall be deemed that such Electronic Messages were not transmitted.

However, if the Bank could confirm the identity of the Customer, the Bank should immediately inform the Customer,

by Electronic Document or webpage of such transaction result, of the fact that the content of the message was

unidentifiable.
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11. NTD fund transfer

(1) For the Customer to use the phone/internet/mobile banking, he/she/it shall make an application in writing or through

automated equipment, the Internet, or other means agreed by the Bank in advance on the outward-transfer accounts

(excluding the check deposit account).

a. Those who use a designated account shall completed make written application or application via online service, for

the “inward transfer” account(the online inward transfer account function shall be applied for in advance over the

counter).

b. If the Customer is an individual, the number of the designated inward transfer accounts is limited to 60 maximum.

¢. The Customer agrees to use the same NTD deposit account opened in the same name with the Bank (including demand
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account and check deposit account) as the “inward transfer” account, the Customer agrees to use the Account Opening
Application, Application for Business (Change services) or this service agreement as the written proof of designation.
d. However, the Customer does not need to set up a “ inward Transfer” account number for OTP service. The Customer
can also set up “ Outward Transfer” account via the automatic services approved by the Bank.

(2) The outward-transfer accounts for the phone / internet / mobile banking business will all share the same inward transfer
accounts. The Customer agrees that all types of fund transfer transaction mechanism for internet banking or fund
transfer services for phone banking as agreed or subsequently applied for or terminated will correspond to the same
inward transfer accounts. If the Customer's newly agreed inward transfer account is an account with the same account
name currently opened with the Bank, it will become effective upon application. If the Customer's newly agreed inward
transfer account is an account with the same account name currently opened with other banks, and application via
online service, it will become effective in the following day.Otherwise, the newly agreed account will become effective
in two days. If the outward/inward transfer account is watch listed account or derivative watch listed account » The
Bank is entitled to refuse the application.

(3)When the Customer executes funds transfer via telephone/internet/mobile banking, all withdrawals will be recorded
without bank book. Such withdrawals are however deemed as withdrawals made with withdrawal slips and bank
book or withdrawals made with instruments bearing the specimen seal.

(4)When transferring funds via this service system, the Customer shall fill out the account number to which the funds will
be transferred and account name for the Bank to register. It is the Customer's sole responsibility to ensure the

accuracy of such account number and account name.

(5) Transaction limit, fees
a._The “designated account” to be transferred into is not the account of the Customer with the Bank
(a)_If the designated account was not applied for “over the counter”, or the account of the Customer with other banks
applied for “online”:no more than NTD2,000,000 for each fund transfer, and no more than NTD3,000,000 in one day
in terms)
(b)unless otherwise agreed by both parties.
b.OTP-enabled transaction is limited to NTD 50,000 for each non —designated account fund transfer transaction and
the accumulated amount shall neither exceed NTD 100,000 per day, nor exceed NTD200,000 per month.
c.Each service item, time, amount restriction, operation procedures and administration fee sEach service item, time,
amount restriction, operation procedures and administration fee schedules of this system are subject to the Bank and
the Bank may make adjustments when it deems necessary. The adjustments shall be published at the business premises
and website of the Bank and the Bank may place business introduction at premises for review.

(6)There is_no_limit_on transaction amount when the Customer uses the account transfer services under the
phone/internet/mobile banking to transfer into the NTD account opened in the same name with the Bank (including

demand deposit and check deposit account).

(7)When transferring funds via this service system, the Customer agrees that the Bank may transfer the funds into the
account from which such funds are transferred if the funds cannot be remitted into the designated account due to
inaccurate designated account, malfunction of computers or_other unknown causes. The Customer_shall make
necessary changes at the Bank as soon as possible upon the Customer’s receipt of notification of inaccurate remittance
information.

(8)The Bank shall periodically issue bank statements to the Customer for verification after the Customer transfers the
funds via this service system. If the account balance is different from the balance recorded by the Bank or the balance
recorded in the Bank's computer due to the Customer's use of this service, the Bank's records shall prevail and govern.
However, after the Customer checks the transaction records provided by the Bank and spots any inconsistence, the
Bank is obligated to make correction if the Bank confirms that the balance amount recorded by the Bank is inaccurate.
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FX Transfer/remittance

(1) The Customer_shall set up “inward transfer” and “outward transfer” accounts in_writing prior to using

phone/internet/mobile banking for account transfer/remittance service. (The “inward transfer” account must be
an account opened with the Bank.) Overseas remittance services shall be applied for international financial
business branch accounts and other bank accounts through online banking. The Customer agrees that the
foreign currency deposit account under the same name opened by the Customer with the Bank shall be the
inward transfer account while using the Account Opening application form for business (change services)
or this service agreement as the written proof of designation.

(2)The outward-transfer accounts for the phone / internet / mobile banking business will all share the same inward transfer

accounts. The Customer agrees that all types of fund transfer transaction mechanism for internet banking or fund
transfer services for phone banking as agreed or subsequently applied for or terminated will correspond to the same
inward transfer accounts. If the Customer's newly agreed inward transfer account is an account with the same account
name currently opened with the Bank, it will become effective upon application. Otherwise, the newly agreed account
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will become effective in two days. If the outward/inward transfer account is watch listed account or derivative watch
listed account » The Bank is entitled to refuse the application.

(3) When the Customer executes fund transfer/remittance via phone/internet / mobile banking, all withdrawals will be
recorded without bank book. Such withdrawals are however deemed as withdrawals made with withdrawal slips and
bank book bearing the specimen (the same as that kept by the Bank).

(4)When transferring/remitting funds via phone/internet / mobile banking, the Customer shall fill out the account number
to (and from) which the funds will be transferred for the Bank to register. It is the Customer's sole responsibility to
ensure the accuracy of such account number.

(5)Any conversion/scheduled fund transfer between foreign currency demand deposit account and NTD demand deposit account/
NTD demand saving deposit account must be deposited into the Customer's own accounts. Such transaction, plus all
transactions executed via automatic machines(including telephone/internet/mobile banking) and settlements of exchange
transactions executed at counters (the amount of Foreign Exchange Purchased or Sold calculated separately), shall not exceed
NTD 500,000 (exclusive) or its equivalent per day. The transfer should be made in person by the Customer over the counter if
the amount exceeds such limit.

(6) Any transfer in different currencies between foreign currency demand deposit accounts must be deposited into the Customer's
own accounts. Such transaction (no more than NTD 3,000,000 for each conversion), plus all transactions executed via
automatic machines of the Bank (including telephone/internet/mobile banking), shall not exceed NTD 9,000,000 (excluding
NTD 9,000,000) or its equivalent per day. The Bank may, without any notice, make adjustments to the above ceiling when it
deems necessary.

(7) There is no limit on transaction amount when transferring between the same currency FX demand accounts with the same
account names. However, only the same currency FX transfer can be made between different account names, and the cap limit
for each account transfer transaction on a daily basis for phone/internet/mobile banking aggregately is NTD 50 million
(exclusive).

(8) There is an aggregated cap limit of NTD 500,000 (exclusive) or its equivalence for each Customer on a daily basis for FX
remittance involving NTD conversion of all the Bank's automatic transactions (including phone/internet/mobile) and over-the-
counter services (where the settlement for purchase is separated from the settlement for sale). There is a cap limit of NTD 3
million (exclusive) or its equivalence for FX remittance involving foreign currency conversion between different foreign
currencies. The aggregated cap limit for each Customer on a daily basis for total conversion amounts of all the Bank's automatic
transactions (including phone/internet/mobile) shall not exceed NTD 9 million (exclusive) or its equivalence. For transactions
not involving currency conversion (remitted out in original currency), the aggregated cap limit for the total remittance amount
in each account of the Bank's internet/mobile banking on daily basis shall not exceed NTD 3 million (exclusive) or its
equivalence.

(9) The minimum amount for each fund transfer stipulated from Item (5) to Item (8) of this document made by the Customer is
NTD 1,000 or its equivalent.

(10) When executing any foreign exchange transaction via telephone/internet /mobile banking, the Customer shall make sure that
the deposit balance in the NTD account from which a sum will be withdrawn or the deposit balance in such foreign currency
in which the withdrawal will be made is sufficient. It shall be deemed as the sole responsibility of the Customer if foreign
exchange transactions fails to be executed due to insufficient deposit balance and unsuccessful deduction. The Customer agrees
that the Bank may deduct a remittance fee and telecommunication fee from any or a designated account of the Customer when
the Customer executes outward remittance in foreign currency.

(11) The Customer agrees that when using the telephone/internet/mobile banking to execute fund transfer/scheduled fund transfer
between different currencies, the applicable exchange rate is the spot rate for sale/purchase posted by the Bank when such fund
transfer takes place. The Bank may refuse to execute fund transfer if the foreign currency market fluctuates dramatically.

(12) The Customer agrees that when using the telephone/internet/mobile banking to execute a fund transfer or remittance between
different currencies, the applicable exchange rate is the spot rate for sale/purchase posted by the Bank when such fund transfer
takes place. The Bank may refuse to execute fund transfer if the foreign currency market fluctuates dramatically.

(13)The foreign currencies that can be transacted via internet/mobile banking are those published by the Bank and can be transacted
via telephone/internet /mobile banking.

(14) When the Customer executes any foreign currency fund transfer via telephone/internet/mobile banking, the "Regulations
Governing the Declaration of Foreign Currency Receipts and Disbursements or Transactions" promulgated by the Central Bank
of the ROC (Taiwan) must be complied with.

(15) The Bank has the right to make foreign currency exchange report based on facts for and on behalf of the Customer in
accordance with the foreign currency regulations. The Customer shall acknowledge all reports so made by the Bank without
raising any objections. The Bank is entitled to refuse to execute any foreign currency transactions if it is aware that the Customer
does not have any foreign currency quota left or such transactions cannot be legally executed.

(16) The Bank shall periodically issue bank statements to the Customer for verification after the Customer transfers the funds via
this service system. If the account balance is different from the balance recorded by the Bank or the balance recorded in the
Bank's computer due to the Customer's use of this service, the Bank's records shall prevail and govern. However, after the
Customer checks the transaction records provided by the Bank and spots any inconsistence, the Bank is obligated to make
correction if the Bank confirms that the balance amount recorded by the Bank is inaccurate.
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(17) The Customer authorizes the Bank or the Bank’s correspondent bank to transfer the amount with any appropriate method, and
may use any foreign correspondent bank as the beneficiary bank or transfer bank. In the case an error is made by the foreign
beneficiary bank or transfer bank unattributable to the Bank, the Bank shall not be responsible. If the Bank helps the Customer
to track and make inquiries of such error, all the telecommunication fee and fees charged by foreign banks shall be borne by
the Customer. The Bank may also request the Customer to make full payment before processing such request, or if the pre-paid
amount is insufficient, deduct the fee from the Customer’s account without notifying the Customer or obtaining the
Customer's consent in advance, and the Customer shall not object to it.

(18) The Customer agrees to bear any telecommunication cost or fees charged by foreign banks, and the Bank shall assist in the
transfer, refund, or re-remittance process in the event of malfunctions of telecommunication device, wires uncontrollable by
the Bank upon sending the remittance telegram that leads to delay or undeliverable of the electronic instruction of remittance,
unless the Bank is attributable for any reason.

(19) The Customer agrees that the foreign beneficiary bank may convert the currency for local currency or other foreign currency
to pay the recipient or deposit to the recipient’s accounts based on the exchange rate of the original currency or the daily
purchase price on that day. The Customer shall not object to it.

(20) The Customer agrees that upon outward account transfer, the foreign beneficiary bank or transfer bank is entitled to deduct
any fee directly from the remittance amount based on local banking customs. The Customer shall not object. If the Customer
would like to bear the fees to be charged by the foreign transfer bank, the Customer shall pre-pay the fees based on the charging
standards of the Bank.

(21) The Customer agrees that the fund to be transferred may be seized if the foreign beneficiary bank deems that the recipient of
the fund to be a terrorist organization or located in a country on the sanction list. The Customer should bear the related risks.

(22) The Bank shall periodically issue bank statements to the Customer for verification after the Customer transfers/remits the
funds via this service system. If the account balance is different from the balance recorded by the Bank or the balance recorded
in the Bank's computer due to the Customer's use of this service, the Bank's records shall prevail and govern. However, after
the Customer checks the transaction records provided by the Bank and spots any inconsistence, the Bank is obligated to make
correction if the Bank confirms that the balance amount recorded by the Bank is inaccurate.
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13. Non-execution of Electronic Documents
If there is any of the following circumstance, the Bank may select not to execute any of the Electronic Documents received:

(1) There is concrete reason to doubt the truth of the Electronic Documents or the correctness of the designated matter;
(2) The Bank will violate relevant laws and regulations if it processes according to the Electronic Documents; or
(3) If due to the reason attributable to the Customer the Bank cannot deduct the fees payable by the Customer from the account
If the Bank does not execute the aforementioned Electronic Documents, it shall notify the Customer the reason for the non-
execution and the circumstance by Electronic Document or webpage of such transaction results, After the notice the Customer
may confirm with the Bank by phone or in writing. The Bank will not be responsible for none-execution of the Electronic
Message due to the bad transmission quality of the mobile telecommunication operators, provided that the Customer may inquire
by telephone or other agreed methods with the Bank and the Bank will use best efforts to assist.
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14. Timeframe for Electronic Documents exchange operation
(1) The Electronic Documents are processed by the computer of the Bank automatically. After the Customer sends the Electronic
Documents to the Bank and the Customer verifies the accuracy of the content via the re-verification mechanism provided by
the Bank in accordance with paragraph 1 of Article 10, it cannot be withdrawn, provided that the scheduled transaction not yet
due may be withdrawn or modified within the timeframe prescribed by the Bank.
(2)After the Electronic Documents are sent to the Bank by internet, if the business time of the Bank has expired (for the fund
transfer operation, after 3:30 pm, Monday to Friday; for the mutual fund operations of the domestic/offshore fund transactions,
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after 3:00 pm, Monday to Friday) during the computer of the Bank automatically processes it, the Bank shall notify the Customer
by Electronic Documents. Such transaction shall be processed on the next business day or by other agreed ways. In the event
that the Bank cannot provide service for any reason (such as regular maintenance drill), the Bank should promulgate on the
company website at an area that is noticeable.
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15. Fee

(1) The Customer agrees to pay service fees, processing fees and remittance fees according to the agreed fee schedule
starting from the date of using the services under this Contract, and authorize the Bank to deduct such fees
automatically from the Customer’s account. However the Bank may not charge fees for services not stated in the
agreed fee schedule.

(2) If the charging standard aforementioned is adjusted after execution of the Agreement, the Bank shall
announce the content obviously on its Bank’s website and business premises of the Bank to notify the
Customer of the adjusted contents (*'notification"").

(3) If the adjustment in the paragraph 2 is to raise the fee, the Bank shall provide an option on the website for
the Customer to express whether to agree with the same or not. __If the Customer does not express to agree
before the effective date of the adjustment, the Bank will discontinue providing parts or the entire internet
banking service to the Customer. __If the Customer agrees with the fee adjustment after the effective date
of the adjustment, the Bank shall revive the relevant services under the internet banking agreement.

(4) The announcement and the notification in the preceding paragraph shall be made at least sixty days prior to the effective
adjustment date and the effective adjustment date shall not be earlier than the first day of the
next year after the announcement and notification.

(5) The fees mentioned this Article refer to any extra cost that the Customer would like to incur as a result of surfing
the Bank’s internet, and exclude any fee related to products as committed by the Customer with the Bank.
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16. Installment of software and hardware by Customer and the risk

(1) For the Customer to apply for use of the service under the Agreement, it shall install the necessary computer
software, hardware or various mobile communication device and other security related equipment. The necessary
fee and risk for the installment shall be borne by the Customer itself.

(2) If the hardware and software equipment referred in paragraph 1 and the relevant documents are provided by
the Bank, the Bank only agrees the Customer to use the same within the agreed service scope, and the Customer
shall not transfer, lend or deliver to third party by any method.  The Bank shall stipulate the minimum software
and hardware requirements for this service on the website and the package of the software/hardware provided
and assume the risk of the software/hardware to be provided.

(3) In the event that the Customer needs to combine the software/hardware between the Bank and personal use,
the Customer must abide by the rules provided by the Bank and responsible for the cost and any risk involved.

(4) Upon the termination of this Agreement, if the Bank requests the Customer to return the relevant equipments
referred to in the preceding paragraph, it shall be limited to those specifically stipulated in this Agreement.
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17. Verification of transaction
(1) The Bank shall notify the Customer by Electronic Document or webpage of such transaction results or via
email or SMS of mobile banking after each transaction instruction is accomplished. The Customer shall
verify the accuracy thereof. If there is any incorrect, the Customer shall notify the Bank for verification
within forty-five days by phone or in writing after the completion of the use. Anyone exceeding the deadline

will be regarded as validating the content.

(2) The Bank shall deliver the transaction statement of the previous month by the way agreed by both parties (no delivery of
the statement if there is no transaction in the subject month). After verification, the Customer shall request the Bank to
verify the transaction within forty five days by the way agreed by phone or in writing upon receipt of the transaction
statement. Anyone exceeding the deadline will be regarded as approving the correctness of the content.

(3)The Bank shall immediately verify the transaction referred in the abovementioned request notice and shall  reply to the
Customer in writing of the outcome within thirty days of its receipt of such request.
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18. Handling of the mistake in Electronic Documents
For the Customer to use the service under the Agreement, if any of the mistakes occurs to the Electronic Documents due
to the reason not attributable to the Customer, the Bank shall assist the Customer to correct and provide other necessary
assistance. If the mistake occurs due to the reason attributable to the Bank, the Bank shall correct immediately upon
knowledge and notify the Customer by Electronic Documents or by the way agreed by both parties simultaneously.
Where the Customer uses the services of this Agreement and there is an error to the Electronic Documents which is
attributable to the Customer, in the event of any error on the financial institution code, receipt account number or the amount in
the Customer’s application or operation, resulting the funds wrongly transferred to other’s account or wrong in the amount, the
Bank shall immediately process the following steps upon the notification by the Customer to the Bank:
(1) Provide the details and the relevant information of such transaction in accordance with the relevant regulations.
(2) Notify the fund receiving bank to assist.
?3) Report the processed result.
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19. Due authorization and responsibilities of the Electronic Documents
(1) The Customer and Bank shall ensure the Electronic Documents sent to the counterparty has been duly authorized.
(2) If the Bank and Customer finds there is any unauthorized use or theft of the Customer’s user name, password, Certificate,
Private Key or there is any other circumstance without due authorization, it shall notify the other party immediately by
phone or in writing or email to stop to use such service and adopt protective measure. Before the Bank accepts the notice
referred to in the preceding paragraph, the Bank shall still be liable to the Customer regarding the unauthorized transaction,
provided that it shall not apply under any of the following circumstances:
a. The Bank can prove the Customer's willful conduct or negligence.
b. The period after the Bank notifies of the transaction verification or the bank statement by Electronic Document or
webpage of such transaction results or via email is exceeding forty-five days, provided that if there is any unusual
situation occurred to the Customer (i.e. long distance travel or hospitalization) so that the notification can not reach, such
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period shall be counted from the end of such unusual situation until forty-five days elapse, which is exclusive of the
circumstance of the Bank's willful conduct or negligence.
The identification fees for investigating the facts of the unauthorized use or the theft referred to in the paragraph (2) will be
borne by the Bank.
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20. Information system security
(1) The Bank and Customer shall ensure the safety of the information system being used respectively, and prevent
illegal entrance, acquisition, modification, damage of the business record or the Customer's personal information.
(2) Forthe controversies that a third party deciphers the protective measure of the Bank's information system or uses the defects
of information system, the Bank shall evidence the non-existence of such fact.
(3) The Bank shall be liable for any damage to the Customer arising from a third party’s hacking into Bank’s information
system.
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21. Confidentiality
Unless the law provides otherwise, the Bank shall cause and procure that the Electronic Documents exchanged between them or
the Customer's information acquired due to the use or implementation of this service would not to be disclosed to others or used
for any purposes irrelevant to this Agreement. If the Bank discloses the information to a third party upon the Customer's consent,
the Bank shall make the third party perform the confidentiality obligation herein. Any breach of the confidentiality obligation of
the third party will be deemed as breach of the disclosing party’s obligation.
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22. Indemnity

The Bank and the Customer agree that if the Electronic Documents transmitted or received under this Agreement is delayed,
omitted or has mistake due to reason attributable to one party and thus cause the other party suffer damages, such party shall
indemnify the other party the damages occurred thereon.
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23. Temporary treatment upon system shutdown
If the information system shuts down or the line is broken off, the Bank may temporarily suspend the provision of the various
services such as telephone banking / internet /mobile banking. If the Customer who applied for transfer to agreed accounts
presents to the counter to withdraw with the bank book (or negotiable instruments) and specimen chop and the Bank is in off-
line operation, before the Bank ensures the balance, the balance amount shall be determined according to the Bank's estimation,
and the Bank reserves the right of recourse.
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24. Disconnection
If the Customer encounters any force majeure or incidents not the responsibility of the Bank when using any transaction services
that leads to loss of the communication, disconnection causing the transaction or other instruction delayed or incomplete, the
Customer should take full responsibility without any involvement of the Bank.
(1) Power suspension, disconnection, internet transmission issue, communication congestion or any damage by a third party.
(2) Call failure as a result of personal issue (such as not paying the phone bill) or any dispute and damage as a result of giving,
lending or providing a guarantee.
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25. Book keeping

(1) The Bank and Customer shall keep all Electronic Documents regarding transaction instruction, and shall ensure

the truth and completeness.

(2) The Bank shall exercise the care of a good administrator to keep the aforementioned record. It shall be kept for at least
five years, provided that if there is any law or regulation providing a longer period, such law or regulation shall apply.
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26. Effect of Electronic Documents
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The Bank and Customer agrees to use the Electronic Documents as the method of expression and that the Electronic Documents

exchanged between them under this Agreement have the same effect as written documents, provided that the above shall not apply
if any regulations exclude such application.
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27. Suspension of system service by the Bank
The Customer shall not use the account under this service for illegal or irregular purpose such as money
laundering or fraud, or deceive to damage the credit of the Bank. If the Bank determines that the account is for
improper use, or it is true after investigation, or the Bank receives from third party the certificate for report the

case to the police or prosecutor office or written complaints, the Bank may suspend the system service
unilaterally without written notice.
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28. The Customer may terminate these service terms and conditions at any time provided that he/she shall process it in person,
in writing or over the Bank's counter.
¥4 f R LR A

T MRABRERE . il p 2t pmnE gl gL oo 2 e TAINE 2

-—FoFA n“":@fu% é‘%“%*‘ RS Ars AR AR AR
—):ﬁ&%W%Fk%’*E%mﬁﬁﬁiﬁﬂé%ﬁﬁﬁ‘gkﬁo

() 2 a2 Byr 2R AS Y P fRBFEENEGF L ~FRAERE -

(3)iﬁ&‘Fﬁﬁﬁ@#%%:ﬁ;%%mﬁi%iﬁo

(2) 29t r MR FERZ B AT GRS GFRDFASF -

29.Service termination by the Bank

The Bank may terminate these service terms and conditions by serving a written notice thirty days prior to the termination
date to the Customer, provided that the Bank may terminate these service terms and conditions by serving a written notice
to the Customer or by the way agreed by both parties if any of the following occurs to the Customer:

(1) The Customer transfers the rights or obligations under the service terms and conditions to a third party without the
Bank's consent.

(2) The Customer applies for bankruptcy according to Bankruptcy Act or applies for rebirth or liquidation proceeding
according to the Act Governing the Consumer Debt Clearance.
(3) The Customer violates Articles 22 to 24 of these service terms and conditions
(4)The Customer violates other stipulations of these service terms and conditions and fails to correct upon notification
or perform within the specified period requested.
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30.When the Customer closes all deposit accounts and doesn’t have any other products with the Bank, the Bank may terminate
the internet/mobile banking services.
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31. Amendment to the service terms and conditions

The Bank will notify the Customer in writing or by the way agreed by both parities of any amendment or supplement to the
service terms and conditions. If the Customer does not raise any objections within seven days, it shall be deemed that the
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Customer recognizes such amendment or supplement. However, in case of any change of the following items, the Bank shall
notify the Customer in writing or by the way agreed by both parities sixty days prior to such change and the changed items and
comparison of both old and new terms and conditions shall be marked obviously in such written documentation or by the way
agreed by both parties. The Bank shall also inform the Customer that he/she may raise objections before the changed items
become effective and the Customer will be deemed as agreeing with the amendment or supplement if no objection is raised with
such period and shall further inform the Customer that he/she may notify the Bank to terminate this Agreement within the
aforesaid objection period if he/she has any objection:

(1) The way that the Bank or the Customer notifies the other party upon any unauthorized use or theft of the user name,

password, Certificate, Private Key or any other circumstances without due authorization.

(2) Any other items stipulated by the competent authority.
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